
Mail security is an essential part of an 
overall security strategy to protect your staff, 

assets and reputation. 

MAKE CHANGE BEFORE YOU HAVE TO 

of organizations surveyed have  overcome 
complacency and increased their level of mail 
security in the past year. 

What are their most common practices?

Sight/Visual inspection (84%)

X-ray (58%)

Biological screening (20%)

Radiological detection (18%)
Clean Room (16%)

Chemical screening (16%) Dog sniffing (8%)

Swab testing (8%)

Other (7%)

Nuclear detection (9%)

What stands in their way?
Security pros must constantly build awareness of mail threats, 
gain management buy-in and secure budget. The top 
challenges facing mail security pros are:

Time (1%)
Privacy (1%)

Resources/Budget (9%)

Management 
buy-in/Support (12%)

Training/
Compliance (14%)

Tools/Capabilities (15%)

Awareness (17%)

of mail security pros are only 
somewhat confident or not confident 

they can detect chemical or biological threats.

of organizations don’t
screen their mail at all

Look to your left. Look to your right. One in three 
companies will be the victim of a mail threat. 

It could be you.

received 3 or more 
mail threats

Yet, most organizations don’t 
take adequate precautions to 
protect against mail terrorism 

Almost 30% of organizations 
surveyed received a mail threat 
(including hazardous mail and 
hoaxes) in the past year.  

COMPLACENCY 
IS THE ENEMY OF SECURITY

Lessons from the 2017 SafeMail Survey


